**Меры безопасности по предупреждению мошенничества, сопряженного с неправомерным доступом к охраняемой законом компьютерной информации**

Полиция сообщает о способах, используемых злоумышленниками для совершения мошенничества, сопряженного с неправомерным доступом к охраняемой законом компьютерной информации, и разъясняет меры безопасности, которые помогут уберечься от данного вида преступлений.

Обращаем внимание, что злоумышленники рассылают гражданам в мессенджерах сообщения с просьбой помочь победить родственникам, знакомым в конкурсах. При переходе по приложенной ссылке и голосовании за участника им предлагается ввести свой номер телефона и код, поступивший в смс-сообщении. В результате данных действий абонент теряет доступ к мессенджеру, и от его имени производится рассылка сообщений всем его контактам с просьбой занять денежные средства на короткий срок. Аналогичные способы обмана граждан происходят и в социальных сетях.

В случае если страницу все же взломали, необходимо сообщить об этом знакомым, друзьям, коллегам, чтобы они не стали жертвами мошенников. Также нельзя хранить в переписках мессенджеров или же в аккаунтах социальных сетей информацию, которая носит конфиденциальный характер.

По всем фактам противоправных деяний необходимо незамедлительно обращаться в Отдел МВД России «Нефтекумский» по номерам телефонов 02, 102 (с мобильного телефона) либо 112.